Dear NatWest User

This email was automatically sent as we have detected suspicious activity concerning your account, we would need you to verify your details and replace the compromised details where necessary to ensure your account safety, by clicking the link below:

[https://personal.natwest.com/account/compromised](https://www.bing.com/images/search?view=detailV2&ccid=z71mX9GK&id=3BA978451C615C607B940E4CC06087A77F8A92CC&thid=OIP.z71mX9GKsSmA5E7tBgVDZQHaEK&mediaurl=https%3a%2f%2fi.ytimg.com%2fvi%2f-Cv68B-F5B0%2fmaxresdefault.jpg&exph=720&expw=1280&q=rick+roll&simid=608051027290752495&ck=05B3EF6E7D4DC5783AB3642DEF621DE6&selectedIndex=10&adlt=strict&FORM=IRPRST)

Please note that this link will expire within 48 hours of this email being sent for security reasons to avoid this link being compromised, to ensure the safety of this account, if you would require further assistance, use this link below which will redirect you to our compromised accounts help page:

[https://personal.natwest.com/personal/support-centre/compromised-accounts](http://www.youtube.com/watch?v=edaJP3Lp0Gg)

From, The NatWest Team